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- Diffie and Hellman suggested $G=\left(\mathbf{F}_{p}^{*}, \cdot\right)$ with $g$ a primitive element, i.e., a generator of the whole group.
- Used in practice $G \subset\left(\mathbf{F}_{p}^{*}, \cdot\right)$ with $g$ an element of large prime order.
- Miller and Koblitz suggested $G=E\left(\mathbf{F}_{p},+\right)$, i,e., points on an elliptic curve over a finite field with addition of points.
- Used in practice $G \subset E\left(\mathbf{F}_{p},+\right)$, i,e., prime-order subgroup of points on an elliptic curve over a finite field with addition of points. We have seen how to compute + on different curve shapes, will now study security.
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- If one can solve CDHP, then DDHP is easy.
- In many groups, DLP and CDHP are equally hard (up to some constants).
- In some groups, DDHP is significantly easier than CDHP.
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- E computes both DH keys aeP and bfP.
- $E$ decrypts everything from $A$ and reencrypts it to $B$ and vice versa.
- This attack requires $E$ to be in charge of the network. We typically assume such strong attackers.
- This attack cannot be detected unless $A$ and $B$ compare their keys out of band.
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- Pick random $k$ and compute $R=k P$.
- Encrypt message $m$ using symmetric keys derived from $\operatorname{KDF}\left(k P_{A}\right)$, for key-derivation function KDF: $G \rightarrow\{0,1\}^{n}$,
- Send ciphertext $c$ along with $R$.
- Alice decrypts, by obtaining symmetric key from

$$
\operatorname{KDF}(a R)=\operatorname{KDF}(a k P)
$$

- Alice's key here is static, Bob's key is ephemeral.
- Note: ephemeral does not mean one-time; it means that is not long term.
- Attacker solving DLP or CDHP can compute shared secret. Attacker solving DDHP can confirm guess.
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